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3 November 1997

MEMORANDUM FOR ACT, 1st BDE

SUBJECT:  ACT SOP/Continuity File

1.  REFERENCES:


FM 34-1 Intelligence and Electronic Warfare Operations, September 1994


FM 34-2 Collection Management and Synchronization Planning, March 1994


FM 34-3 Intelligence Analysis, March 1990


FM 34-8 Combat Commander’s Handbook on Intelligence, September 1992


FM 34-10-2 Intelligence and Electronic Warfare (IEW) Equipment Handbook, 

     

July 1993


FM 34-25-3 All-Source Analysis System and the Analysis and Control Element, 



October 1995


FM 34-80-1/ST Task Force XXI Intelligence, Draft


FM 34-81 Weather Support for Army Tactical Operations, August 1989


FM 34-81-1 Battlefield Weather Effects, December 1992


FM 34-130 Intelligence Preparation of the Battlefield, July 1994


3RD BDE, 1ST AD ACT SOP

2.  PURPOSE:  To outline all procedures, requirements, and responsibilities for the Analysis and Control Team (ACT).  

3.  MISSION:  

a.  The All-Source Analysis System - Remote Workstation (ASAS-RWS) is primarily a processing and fusion system.  It processes intelligence and combat intelligence into an all-source picture of the enemy and provides analysis tools and automated communications.  This constantly updated picture provides the brigade the enemy portion of the Common Relevant Picture (CRP) to reduce risk and uncertainty during planning and execution.  Additionally, analysts use ASAS-RWS to perform IPB, assist in war-gaming, support other planning, and use secondary imagery.  Analysts configure their ASAS-RWS to focus and set the resolution of detail required to perform their tasks based on their team’s functions.

b.  The ACT provides the brigade with intelligence connectivity, processing, and the ability to maintain the intelligence database through it’s communication links with other brigades and the division headquarters.  The ACT is responsible for supporting the commander by providing automated intelligence processing, analysis, and dissemination of intelligence products.  Also, obtains and manages the order of battle, terrain, and weather data within the brigade.

4.  The following areas are enclosed in this SOP:

a.  Appendix A - ACT Section Responsibilities

b.  Appendix B - ACT Garrison Responsibilities

c.  Appendix C - ACT Tactical Responsibilities

d.  Appendix D - Warlord “how-to”

e.  Appendix E - Trojan-Spirit “how-to”

f.  Appendix F - Point of Contact list

5.  The point of contact for this action is the undersigned at 222-1111.








Commander's First Mi. Last Name







Rank, Branch







ACT OIC

1.  General:  This section outlines the ACT personnel requirements, duty descriptions and  responsibilities for personnel within the ACT, and the products that the ACT is responsible for.

2.  Personnel Requirements:  The ACT section is developed out of the Military Intelligence Liaison Office (LNO) Team which is located in  paragraph 2 of the Table of Distribution and Allowances (TDA).  The ACT personnel requirements consist of the following:


Personnel Nomenclature
      
Rank
MOS
RQ
AUTH

ON HAND

a.  CBT TAC Intel Officer (OIC)
O-3
35D
1
1

1


b.  CBT Intel Analyst (NCOIC)
E-6
96B30
1
1

0


c.  CBT Intel Analyst

E-5
96B20
1
1

1


d.  CBT CI Agent


E-5
97B20
1
1

0


e.  CBT SIGINT Analyst

E-5
98C20
1
1

0


f.  CBT CI Agent


E-4
97B10
1
1

1


g.  CBT Intel Analyst

E-4
96B10
1
1

1






        
7
7

4
3.  Duty Descriptions and Responsibilities for ACT Personnel:

a.  Combat Tactical Intelligence Officer - Officer in Charge of the Analysis and Control Team (ACT) for 3rd Brigade, 1st Armored Division, a stand alone brigade with six battalions and three separate companies.  Responsible for supporting the commander by providing automated intelligence processing, analysis, and dissemination of intelligence products.  Establishes and maintains communication links with the brigade's controlling headquarters through the Division's Analysis and Control Element (ACE), and adjacent ACTs.   Obtains and manages all order of battle, terrain, and weather data.  Responsible for six personnel  and government property worth in excess of $500,000.

b.  Combat Intelligence Analyst (E-6) - Noncommissioned Officer in Charge of the ACT; responsible for the daily training, health, and welfare of five soldiers; maintains and accounts for three vehicles and property worth in excess of $500,000; plans and conducts intelligence training and collection requirements using the All-Source Analysis System - Remote Workstation  (ASAS-RWS); assists in the preparation of indicators to satisfy the Priority Intelligence Requirements (PIRs); receives, edits, reviews, and disseminates intelligence reports; and operates as the Systems Administrator for the ASAS-RWS system.

c.  Combat Intelligence Analyst (E-5) - assists the NCOIC in the daily operations of the ACT section; is the primary trainer and operator for the ASAS-RWS system; considers enemy order of battle records in the development of collection tasks and assessment of probable courses of action; develops and provides analysis on all required automated intelligence products; prepares and disseminates graphic and textual intelligence summaries; and supervises the conduct of all maintenance on vehicles and equipment.

d.  Combat Counterintelligence Agent (E-5) - assists in preparing intelligence reports; prepares draft of periodic and special intelligence reports; ensures that all Operations Security and SAEDA training is conducted in accordance with Army Regulations within the unit; provides country threat briefings to individuals traveling to specifically designated areas; supervises the counterintelligence soldier assigned to the section; and ensures that all counterintelligence soldiers assigned to this unit receives proper MOS training.

e.  Combat Signals Intelligence (SIGINT) Analyst - manages and operate the Trojan Spirit Lightweight Integrated Telecommunications Equipment (LITE) system by performing preliminary analysis or preprocessing for threat signals; gathers, sorts, and scans intercepted messages and traffic; performs initial analysis to establish target identification, communication patterns, and order of battle; isolates valid message traffic; and developing and maintaining data bases on assigned enemy targets.

f.  Combat Counterintelligence Agent (E-4) - assists the Senior Counterintelligence Agent in providing intelligence reports, Operations Security and SAEDA training within the unit, and providing country threat briefings.  

g.  Combat Intelligence Analyst (E-4) - assists as the trainer and operator for the ASAS-RWS system; develops and provides analysis on all required automated intelligence products; receives and processes incoming reports and messages; assists in managing the situation maps, order of battle data, and intelligence products; and prepares and disseminates graphic and textual intelligence summaries.

4.  ACT Responsibilities:

a.  All products that are created or received by the ACT must be provided to the Brigade S-2 OIC for approval before dissemination to any other unit or personnel, unless otherwise directed.


b.  The following is a list of the ACT responsibilities:

(1)  Provide automated Intelligence Preparation of the Battlefield (IPB) overlays, 
which includes: 

A.  Terrain

B.  Lines of Communication (water, rail, and roads)

C.  Avenues of Approaches

D.  Key Terrain

E.  Area of Operations and Interests (for Brigade and Division)

F.  Obstacles

(2)  Develop an automated Enemy Situation Template.

(3)  Coordinate to establish a communications link with the Division’s Analysis 


and Control Element (ACE).



(4)  Coordinate and manage the intelligence databases.



(5)  Provide weather data to the Brigade S-2.



(6)  Track and disseminate Battle Damage Assessments.



(7)  Track and control the intelligence information requests (IIRs).



(8)  Provide military intelligence system charts.



(9)  Develop and submit Priority Intelligence Requirements (PIRs).

(10)  Provide updated intelligence reports (i.e. Bluebook, Intel Link, Cdr’s 

Assessment Reports, etc.)



(11) Provide graphic and textual intelligence summaries.

(12)  Provide order of battle data.

1.  General:  This section outlines the ACT responsibilities while in a garrison environment.  The garrison environment is defined as anytime that the ACT is located within their office on Fort Riley, Kansas.

2.  Garrison Requirements:  The ACT section is responsible for the following tasks while in garrison:

a.  Intelligence reports from external units (deployed or other units).

b.  Developing and recommending Priority Intelligence Requirements (PIRs).

3.  Intelligence Reports from External Units:

a.  The ACT OIC will request the intelligence reports requirement from the Brigade S-2.  Then the OIC will disseminate the requirements to the ACT for production.

b.  The ACT NCOIC will establish a communications link with the external unit by requesting intelligence support from their ASAS - RWS operators.  This link and request will be completed by sending an e-mail, chatting, or telephonically.  In this request the NCOIC will notify the providing unit the reason for the request, how the information will help this unit, time required, and for what duration is the information required.

c.  The ACT ASAS-RWS operator will retrieve the intelligence reports by either setting up a specific location within a directory for an external unit to place the information in or by going into the external unit’s computer system and manually extracting the required information.  Then the operator will print out a hard copy of the report and save a soft copy of the report in a specified directory on the desktop computer.

d.  The ACT OIC will then review the reports for accuracy and format.  Once the product is finalized by the OIC, the products are ready for dissemination to the Brigade S-2 OIC.

4.  Developing and Recommending PIRs:

a.  The ACT OIC and NCOIC will develop a list of PIRs that will assist the Brigade Commander and staff in planning and making decisions.

b.  The ACT OIC will ensure that there are not an excessive number of PIRs being submitted.  The standard number of PIRs will consist of about six total. 

c.  Once the PIRs are developed, the ACT OIC will submit these to the Brigade S-2 OIC for approval.  The Brigade S-2 OIC will submit and brief the PIRs to the Brigade Executive Officer and Commander for final approval.

d.  After the PIRs are finalized, a copy of the PIRs are submitted to the G-2’s Intelligence Support Element (ISE) located in the SCIF.

e.  These PIRs are used to assist the ACT in developing internal intelligence products for dissemination.

DEPARTMENT OF THE ARMY

1ST INFANTRY BRIGADE, 1ST INFANTRY DIVISION (MECH)

FORT RILEY, KANSAS 66442-5000
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29 July 1997

MEMORANDUM FOR MR. MIKE DEWITT

SUBJECT:  SATELLITE TIME

1.  Request the following dates for Satellite time for the 1st BDE Trojan Lite:


Date Range

Data Rate
Location
Purpose

14-16 May 1997

256 Kb

FT Riley
TNG

21-22 May 1997

256 Kb

FT Riley
TNG

27-30 May 1997

256 Kb

FT Riley
POST

11-13 June 1997

256 Kb

FT Riley
TNG

17-20 June 1997

256 Kb

FT Riley
TNG

23-26 June 1997

256 Kb

FT Riley
BDE

TNG - Analytical Control Team (ACT) training in preparation for POST and BDE level exercises


BDE - Brigade level training exercise


POST - Installation (Division equivalent) level exercise

2.  Request written confirmation of approval status for each of these dates with the following information: string number, uplink frequency, and downlink frequency.  

3.  The point of contact for this action is the undersigned (Voice) DSN 222-1111/ (FAX) DSN 222-1111 (Unclassified) or 222-1111 (Secure).








Commander's First Mi. Last Name







Rank, Branch







ACT Team Leader

1.  General:  This section outlines the ACT responsibilities while in a tactical environment.  The tactical environment is defined as anytime that the ACT is not located within their office on Fort Riley, Kansas.  Prior to the ACT deploying to a tactical environment, the following tasks must be accomplished:

a.  Obtain the Standard Packing List for Deployment. Inventory the Trojan Spirit and Warlord to ensure that all equipment is present and working.  Pack up equipment as the inventory is complete.  Pay special attention to ensuring that you have enough LAN wire and spares for all other wires and connections.

b.  Get COMSEC tapes from BSO/CMDSA.  Put request in writing to BSO two weeks prior to time needed.  Call DSN 656-6217 to verify KEYMAT.  This needs to be done on a secure line prior to going to the field and prior to setting up the Trojan Lite.

c.  Get cellular phone from BSO/DOIM.  Put request in writing to BSO two weeks prior to time needed.

d.  Get at STU-III phone with a load and key.  This is imperative to communicate with FT Belvoir in troubleshooting the circuit and passing information on the current COMSEC tape and segment.

e.  Load vehicles according to the Vehicle Load List.

2.  Tactical Requirements:  The ACT section is responsible for the following tasks while in a tactical environment:

a.  Provide automated Intelligence Preparation of the Battlefield (IPB) overlays.

b.  Develop an automated Enemy Situation Template.

c.  Develop and recommend Priority Intelligence Requirements (PIRs).

d.  Track and control the Intelligence Information Requests (IIRs).

e.  Coordinate to establish a communications link with the Division’s Analysis 
and Control Element (ACE).

f.  Provide graphic and textual intelligence summaries.

g.  Provide order of battle data.

h.  Intelligence reports to and from external units (deployed or other units).

i.  Provide weather data to the Brigade S-2.

j.  Track and disseminate Battle Damage Assessments.

k.  Provide military intelligence system charts.

l.  Field set-up procedures.

m.  Field Supplies

3.  Provide Automated Intelligence Preparation of the Battlefield (IPB) Overlays:

a.  Once a warning order is provided, the ACT NCOIC will locate the area of interest and operations.  Then, the NCOIC will coordinate with ISE to have the proper maps for that region installed on the RWS.

b.  The NCOIC will supervise the RWS operator in creating the IPB product overlays.  An overlay will be created for each product required, so that if a person only wanted to examine the terrain, lines of communication, or key terrain, they could.  The following are the overlays that must be created:

(1)  Terrain (i.e. ntc_terrain).

(2)  Lines of Communication (water, rail, and roads) (ntc_loc).

(3)  Avenues of Approaches (ntc_ave).

(4)  Key Terrain (ntc_Keyterrain).

(5)  Area of Operations and Interests (for Brigade and Division) (ntc_AO/AI).

(6)  Obstacles (ntc_obstacles).

(7)  All the above (ntc_ipb).

4.  Develop an Automated Enemy Situation Template:

a.  The ACT will obtain the general information about the enemy’s possible disposition, strengths, and location from the warning order, operations order, or through the Division’s ACE.  

b.  The ACT NCOIC will ensure that the RWS primary operator completes an accurate  graphic situation template of the enemy.

c.  Once the template is completed, the operator will ensure it is printed out (preferably by the color printer) and where the grid lines can still be observed.  This printout will then be provided to the ACT OIC.

d.  After the ACT OIC confirms the accuracy and any changes that need to be corrected are completed, the product will be given to the Brigade S-2.

5.  Developing and Recommending PIRs:

a.  The ACT OIC and NCOIC will develop a list of PIRs that will assist the Brigade Commander and staff in planning and making decisions.

b.  The ACT OIC will ensure that there are not an excessive number of PIRs being submitted.  The standard number of PIRs will consist of about six total. 

c.  Once the PIRs are developed, the ACT OIC will submit these to the Brigade S-2 OIC for approval.  The Brigade S-2 will submit and brief the PIRs to the Brigade Executive Officer and Commander for final approval.

d.  After the PIRs are finalized, a copy of the PIRs are submitted to the G-2’s ACE.

e.  These PIRs are used to assist the ACT in focusing their efforts in support of the battle or mission.

6.  Track and Control the Intelligence Information Requests (IIRs):

a.  While the ACT is deployed in the field environment, the Brigade S-2 will develop questions concerning intelligence information.  These questions can be either verbal or written (written is preferable).  The RWS operator will create a “NEW IIR” drop box located in the e-mail function.  This will assist in managing the IIRs and allow the operator to know which IIRs have been answered.

b.  The IIR will be typed in e-mail in accordance with the division’s standard and then sent to the Collection Management and Dissemination (CM&D) Section of the ACE.  Only one question will be on each IIR.

c.  A log book will be established to also assist the ACT in managing these IIRs, but also for the ACT OIC and Battle Captain to brief the outstanding requests.  The log book will have a standard Daily Staff Journal or Duty Officer’s Log (DA 1594) located on the inside.  Complete the log journal as follows:

(1)  The time that it was sent to an outside unit will be entered on the “TIME OUT” block.

(2)  Once the IIR is answered, that time will be placed in the “TIME IN” block.  

(3)  In the “INCIDENTS, MESSAGES, ORDERS, ETC.” block within the journal, the subject and requester of each IIR will be entered for quick reference.  After the operator discovers what division’s IIR number was assigned to a specific IIR, that number will entered at the end of this box.

(4)  Under the “ACTION TAKEN” block, the operator will place who the IIR was sent to (i.e. IIR was sent to 1 AD CM&D).

(5)  The operator will then place his or her initials in the “INL” block.

(6)  All other blocks are self explanatory and can be completed by the ACT NCOIC.

d.  Once the IIRs are answered by division, the operator will create an “OLD IIR” drop box to place the answered IIR in it.  This completed IIR will then be printed out and given to the Brigade S-2, S-3, appropriate requester, and any other section who might benefit from the information.

e.  An additional printout of the completed IIR will be placed in the log journal, right behind the original request.

7.  Coordinate to Establish a Communications Link with the Division’s ACE:

a.  The ACT OIC will coordinate to establish a communications link with the division’s ACE and adjacent ACTs by contacting the Brigade’s Signal Officer (SIGO) as soon as the requirement exists.

b.  Once the SIGO confirms the required communications support, the ACT OIC will contact the ACE Chief to allow for them to allocate a communications line for the ACT.

c.  After the ACT arrives at the field site, the OIC will contact the Node Operations Center for the IP addresses of all users.  

d.  The OIC will pass this information down to the NCOIC (System’s Administrator) for the configuring of the system to communicate with other stations.

8.  Provide Graphic and Textual Intelligence Summaries:

a.  The ACT will provide a graphic intelligence summary every four hours of the operation and a textual summary every six hours.

b.  The NCOIC will assist the ASAS-RWS operator in creating the graphic intelligence summary.  This graphic display will provide a snapshot of the battlefield within the last hour and what the Brigade S-2 is expecting the enemy to do in the next 12 to 24 hours.  The graphics will have a completed situation template and arrows drawn in to show the future events.

c.  The other members of the section will assist the ACT OIC in developing the textual intelligence summary.  This summary will be provided to the Brigade S-2 and placed in their intelligence summary report.

9.  Provide Order of Battle Data:

a.  The ACT OIC or NCOIC will coordinate with the division’s ACE to have the current order of battle sent down to the ACT ASAS-RWS computer.

b.  The Intelligence Analyst will then load the order of battle into the system and make modifications to it as required.

10.  Intelligence Reports to and from External Units:

a.  The ACT OIC will coordinate with the Brigade S-2 OIC to determine which reports are required to be sent to and received from any external units.

b.  The ACT NCOIC will ensure that all reports are sent and received in a timely manner by the intelligence analysis.

c.  The intelligence analysis will request a list of certain reports and times that these are required from another unit via e-mail.  This will allow for a written record of the request and reply.  The reply will be provided to the OIC and then be given to the Brigade S-2 OIC.

d.  All reports received will be provided to the ACT OIC for review and editing.  Once approved the products will be given to the Brigade S-2 OIC.

e.  Any reports that are required to be sent via the RWS computer (i.e. FRAGOs, OPORDs, Commander’s Assessment Reports, Troop Task Lists, etc.) are to be given to the ACT OIC on disk.  The ACT OIC will provide these items to the RWS operator to send.

f.  The NCOIC (Systems Administrator) will set-up a subdirectory under the “Warlord” directory called “msn name_inbox” and “msn name_outbox”.  The NCOIC will also set-up another subdirectory called “msn name_old” (i.e. TF141_old) for an archives folder that will contain files that are more than 24 hours old.

g.  The ASAS-RWS operator will then place the outgoing items in the “msn name_outbox” and send the files to the designated machines.  The operator will then check the “msn name_inbox” directory every hour for new products that were sent to this unit.

11.  Provide Weather Data to the Brigade S-2:

a.  The ACT OIC or NCOIC will coordinate with the Division’s ACE to obtain the weather and light data.  The time for this data to be sent will be based off of the availability of the data and when the ACE can send the information.

b.  The ACT NCOIC will ensure that the night and light data is provided for the entire exercise or deployment using the “Nite Lite” program.

c.  The RWS operator will download the weather information and print out a hard copy of the data..

d.  If the weather information is unavailable from a Division ACE, then the ACT NCOIC will contact the local weather station or facility and obtain the information.

e.  These products will be given to the ACT OIC for review and then posted on the Brigade S2’s map board and updated every six hours.

12.  Track and disseminate Battle Damage Assessments:

a.  The ACT OIC or NCOIC will coordinate with the Division’s ACE to determine what are their requirements and program for tracking Battle Damage Assessments (BDA).  If there is a program built to track BDA then it will be loaded onto the ASAS-RWS and used by the operator.

b.  If there is not a program already built for tracking BDA, than the ACT will utilize the best possible means for tracking this.  The ACT can utilize a BDA program that was built in MS Access or by utilizing charts to check off those items destroyed.

13.  Provide Military Intelligence System Charts:

a.  Upon notification of the available intelligence assets that the 3rd Brigade will have in Direct or General Support, the intelligence analyst (assistant ASAS-RWS operator) will develop the charts on MS Powerpoint with the ranges of the systems, and how they are to be deployed.

b.  These charts will be provided to the ACT OIC for approval.  The ACT OIC will then post these on the Brigade S-2’s map board.

14.  Troubleshooting:

a.  Once the ASAS-RWS operator has determined that a problem does exist with the system and is unable to fix the occurrence, the operator will notify the ACT NCOIC (Systems Administrator) for assistance.

b.  The NCOIC will try to fix the problem by following the procedures outlined in the Systems Administrator’s or Operator’s Manuals.  If the issue still can not be resolved, the ACT NCOIC will notify the ACT OIC for approval to contact for external assistance.

c.  Once approval is given, the NCOIC will notify the Division’s ACE for contract support that is in the area.  If no assistance is available from the ACE, then the NCOIC will contact an agency or person that the ACT has contacted in the past (See Annex 5).

15.  Field Set-up Procedures:

a.  Back ambulance into the TOC area and conduct set-up of TOC.  Open back of ambulance and pull out Trojan Spirit Boxes 1 and 2 prior to setting up the SICCUPs.

b.  Set-up the SICCUPs with the ambulance extension.

c.  In the ambulance, unpack the WARLORD and Boxes 3 and 4 of the Trojan Spirit.  Set these up inside the ambulance.  This is a one-two person job.  The ambulance should be running and the doors in the back should be closed so you have enough light.

d.  At the same time as the set-up in the ambulance, two people should be setting up the reflector dish for the Trojan Spirit

16.  Field Supplies:

Supply Footlocker Load List (13”h x 17 1/2”w x 33”l) approximately weighs 95 lbs:

ITEM
QTY

Cartridge, Ink Jet (Red, Blue, Yellow, Black)



5 each

Copy Paper
5 rims

Document Protector
2 boxes

Machine Wiping Towels
2 boxes

100 mph Tape
3 rolls

Tape, Electrical
2 rolls

References and Equipment Footlocker Load List (13”h x 17 1/2”w x 33”l) approximately 

weighs 65 lbs:

ITEM
QTY

Barrel Connector
5 each

Cable, Coax, RG 58






300 ft

           70 Foot 
1 each

           175 Foot 
2 each

           300 Foot 
2 each

Cable, SCSI Monitor






2 each

Cable, SCSI Printer






2 each

Cable, SCSI Transceiver






2 each

Connector, SCSI







2 each

Power Cable, Printer






1 each

Power Cable, Processor






1 each

Power Cable, Spare






1 each

Power Cable, Storage Tower





1 each

Power Cable, UPS






1 each

Power Cable, Universal UPS





1 each

Power Cable, Extension Cord (25 ft.)




5 each

Power Strip, UPS







1 each

T-Connector
3 each

Terminator
5 each

Transceiver, MBX-1020






3 each

UG-88 BNC Male Connector
10 each


Trojan Spirit Lite Screws






Misc.

Trojan Spirit Lite tripod stakes





6 each

Spare Trojan Spirit RF cable





1 each

Spare Trojan Spirit transmit/receive cable




1 each

Spare Trojan Spirit power cable





1 each

Compass







1 each

Cellular phone







1 each

KYK-13
1 each

CD-ROM Drive Manual






1 each

Disk Drive Installation and User Manual




1 each

HP Printer Manual






1 each

Keyboard and Mouse Product Notes




1 each

OB HANDBOOK (from G-2, S-2, or OPORD)
1 each

SPARC 20 Installation Guide





1 each

Using Sun Keyboard Manual





1 each

Warlord User’s Manual






1 each

Trojan Lite Wiring Diagram





1 each

This SOP







1 each

Equipment Packing List:

ITEM
QTY

Color Monitor, Sun Sparc 20” w/Case (24” h x 24” w x 28” d) weighs 127 lbs
1 each

Workstation, Model 71, Sun 20 w/case (31” h x 23” w x 24” d) weighs 75 lbs
1 each

Data Storage Tower (located inside of Workstation case) 


1 each

Printer, HP Black and White w/case (17” h x 22” w x  27” d) weighs 85 lbs
1 each

Printer, HP Color 1600 CM (12” h x 21” w x  19” d) weighs 33 lbs

1 each

Mouse, Sun w/pad (located inside of Workstation case)


1 each

Keyboard, Sun (located inside of Workstation case)



1 each

Power Supply, APS Universal (7” h x 17” w x 18” d) weighs 85 lbs

1 each

Generator, Honda, Model EM5000SX, (20”h x 21”w x 26” l) weighs 177 lbs
1 each

Computer, Panasonic, Laptop w/case (7” h x 14 1/2” w x 13” d) weighs 25 lbs
1 each

Acetate, Clear, roll (4’ h x 6” w) weighs 20 lbs



2 rolls

Trojan Spirit 







1 each

Box 1 - 
GST-ETBX - electronic box #101-1              
GST-TPOD - tripod                                                                                                                             

GST-TLTHD - tilt heat with o-ring/handle  
GST-HUB - adapter hub #101                                                                                                                   

GST-XCVR - transceiver #1197 

Box 2 - 
GST-ANTBX - antenna box #101-2              
GST-1200-ANT - 1.2m reflector w/4 pedals and base spt                                                                                 

GST-SPRD - support rod 


GST-FDBM - feed boom (2 pieces)                                                                                                               

GST-BMST - boom support(2 bars) 
GST-FDU - feed unit #105                                                                                                                     

GST-KLNA - KU LNA


GST-WGA - wave guide assy cable #101                                                                                                         

GST-RFCA - RF cable(1 transmit, 1 rx) 
GST-PWCA - power cable                                                                                                                        

GST-CONCA - ctrl cable(lna to transceiver)
 

Box 3 -                                                                                                                                                                                                                                               

Lan cable



KIV-7 #0002712  #0002717                                                                                                                   

Cisco 4000 router #44567110

Multiplexer                                                                                                                                

Trojan phone                      

Box 4 -                                                                                                       

Spectrum analyzer #b030811              
Satellite modem #14219 

I.  PURPOSE:  The purpose of this section is to outline the procedures for performing the most common task on the ASAS-RWS.  The intent is to provide an easy to understand manual for how to do the following tasks:

a.  Command Window Utilities

1.  Open the command window by clicking on the the “X-term” icon.  For justification to use the command window, you may type anything in the window and click on the “OK” button.  The command window screen will open and display the following prompt:
riley-8%(

(standard prompt)
At this prompt you cannot do most things that you would want to do from the command window.  To have full capability, you will want to use the superuser window.

2.  At the prompt you will need to log on as the superuser.  To do so you must type the following:  
riley-8%su

(command for superuser)




Password:abcdefgh   
(you will not be able to see the password when you are typing it out)








riley-8# (

(superuser prompt)
When you finally get the superuser prompt you will be able to set up printers, load cdroms, set up the systems IP tables, etc.

b.  Setting up the Warlord for use with a MSE.

1.  Configuring the Machine for MSE use:  The first thing you need to do is to ensure that there is no file named defaultrouter in the /etc/bin directory.  If there is, then you need to rename it to defaultrouter_for_trojan.  To to this type in the following: riley-8% mv defaultrouter defaultrouter_for_trojan.  You have to get into a command window and be the super-user to do this.

2.  Setting up the IP address:  You will need to do two things here:  Set up other IP addresses in the network and set up your own IP address

a.  To set up other IP addresses, you need to go into the SYSAD window by clicking on the icon box labeled SYSAD.  In there you need to either add or modify existing IP addresses for your SEN and any other computers on the network.  You can get this information from your SEN operators.   DO NOT CHANGE THE IP ADDRESS FOR YOUR MACHINE (RILEY-8) IN THIS WINDOW.
b.  To set up your own IP address, you need to go into the “Configure Host Name” window.  To get there click on the UTILITIES pulldown menu, select SYSAD, and then CONFIGURE HOST NAME.  In this window, you will change your IP address, and the machine will reboot itself once you are done.

3.  Wiring set-up:  To wire the warlord for the MSE, all you need to do is run LAN cable (RG-58) from the T-connector off of transceiver on the Warlord.  Ensure that one end of the T-connector has a terminator on it.  Run the cable to the SEN van and connect it to the LAN port in the van.

4.  Testing connections:  Ping the SEN and then the other systems on the network.

c.  Setting up the Warlord for use with the Trojan Spirit.

1.  Configuring the Machine for MSE use:  The first thing you need to do is to ensure that there is a file named defaultrouter in the /etc/bin directory.  If there is not, then you need to rename  defaultrouter_for_trojan.  To to this type in the following: riley-8% mv defaultrouter_for_trojan defaultrouter.  You have to get into a command window and be the super-user to do this.

2.  Setting up the IP address:  To set up your own IP address, you need to go into the “Configure Host Name” window.  To get there click on the UTILITIES pulldown menu, select SYSAD, and then CONFIGURE HOST NAME.  In this window, you will change your IP address, and the machine will reboot itself once you are done.  Your IP should be 164.225.44.2.

d.  Loading a map from the CD-ROM

1.  Computer must be on and you must be logged on as sysad.

2.  Once you have the superuser prompt, then you must mount the cdrom.  This is so that you can access all of the information on the cdrom itself.  To mount the cdrom, you will type:
riley-8#mount /cdrom
(mounts the cdrom for access)


riley-8# (


3.  Change directories to the cdrom to find out where the map data is located.  After you change directories list the directory contents.  Continue until you find the map directory.  On most cdrom’s it is located in the /cdrom/cdrom/dmb/mapname directory:

riley-8# cd /cdrom
(changes the directory to the /cdrom directory)
riley-8# ls

(list the contents of the current directory)

cdrom


(directory or file in the current directory)

riley-8# cd cdrom
(changes the directory to the /cdrom/cdrom directory)

riley-8# ls







dmb
lost+found
pack.unix (directory or files in the current directory)
riley-8# cd dmb
(changes the directory to the /cdrom/cdrom/dmb directory)
riley-8# ls







world 
africa
china
antartica
 (these are the different maps available - all directories)








riley-8# cd china

(changes to the china directory - assuming that is the map we want to load)







riley-8# ls






china.dat
scale0050
scale0500
china.lis

scale0250
scale1000 (these are the typical files and directories for each map directory - the *.dat and *.lis are data files that list the maps which are available - the scale0050 etc. are directories that correspond to a specific map scale i.e. 1:50,000 etc.)
riley-8# pwd

(find out the current directory you are in)
/cdrom/cdrom/dmb/china
(current directory listing - write this down for further reference)








riley-8# (
4.  Change directories to the /maps/dmb directory.  This is where you want to copy all of the map files to.









riley-8# cd /maps/dmb
(changes directories to the /maps/dmb directory)
riley-8# ls








iraq
iran
texas
ft+riley
ntc
yugoslavia (these are the directories of the maps you currently have loaded in the system)

5.  Copy the entire china directory to the /maps/dmb directory.



riley-8# cp -r /cdrom/cdrom/dmb/china . 
(cp means copy, -r means recurrsive so copy that directory and any other sub-directories below, then you type the directory you want to copy from, and then you type the directory you want to copy to - the period stands for the current directory but you could have used /maps/dmb)

6.  The machine will let you know when the copying is done by giving you another superuser prompt below your last command.  It will probably take about 15-30 minutes to complete the copy.  When the copy is done you can exit from the window.


riley-8# exit 


(exits from superuser)


riley-8% exit(


(exits from command window)

7.  While you are waiting for the copy to complete you can set up the system to accept the maps by adding them to the data base.  To do this you must edit the coverages file and you must create a soft link to the map data location.  To do this you need to open another command window.  Do so in the same manner as in steps 2 and 3.  Then you need to go to the /home/aim/data/pdm directory to find the coverages files and edit them:

riley-8% cd /home/aim/data/pdm
(changes directories)


riley-8% xedit coverages.txt 
(uses a unix edit window  - go to the bottom of the file and add the following line - 
/net/filehost/home/aim/data/dmb/china/china.dat DADRG click on save and then click on quit)








riley-8% xedit coverages.china 
(creates a new file  called coverages.china - then add the same text you added in the file above, save, and exit)


riley-8% cd ..


(changes directory to /home/aim/data)
riley-8% cd dmb


(changes directory to /home/aim/data/dmb)
riley-8% ln -s /maps/dmb/china
(creates a soft link called china to the location where your data is stored)






riley-8% ls -l


(list the contents of the current directory showing file permissions)







china -> /maps/dmb/china

(link to the china directory where you are copying the maps to)







riley-8% exit


(closes out the command window)

8.  Finally you need to add the map specifications to the MAP_COVERAGES_INFO table in the database.  To do this you first need to open up the database by clicking on the DATA icon or clicking on  Database, Edit Table in the menu bar.  Then you need to select the MAP_COVERAGES_INFO table and click on open table.  This will open another window called the MAP_COVERAGES_INFO Table Editor.  Edit all of the table categories to include the following information and then click Add and OK.
CLASSLVL

Unclassified
(or the classification of the CD)
FULLCOVERAGENAME
/net/filehost/home/aim/data/dmb/china/china.dat (file path to the *.dat file)
COVERAGENAME
CHINA

(or whatever the area is)
SERVERALIAS

DADRG

(if the map is not a DADRG map then you would list DFAD or DTED depending on the type of map)

SERVER

DADRG

(same as above)

SERVERTYPE

0

(for DFAD or DTED you would enter 3 or 4 respectively)

e.  Configuring a Printer:  The generic PostScript driver can be used to drive just about any PostScript printer.

1.  Open a command window and then log on as super-user.  Change directories to the /etc director and type xedit rc.local.  In this file you will need to put a # in front of the last three lines listed below:








#









# Load drivers








#









if [ -f/etc/load.drivers ]; then







sh /etc/load.drivers > /dev/console





fi

2.  REBOOT.

3.  Open a command window again and log on as super-user.  Change directories to the /home/pkgs/newsprint/bin directory.  Type add_np_printer.  Use option #3 for the generic PostScript driver and follow the prompts for the rest of the setup accepting them as they appear (i.e. PostScript as the printer name and /var/spool/PostScript as the spool directory).  Use the bpp driver as a part of the add.

4.  After this is done you can change directories to /etc again and type xedit printcap to view the setup for your printer.  In the first line of your printer (PostScript) it should read:

PostScript|PostScript printer - a PostScript printer




At the front of this line add cp| if it is a color printer or lp| if it is a black and white printer.

f.  Configuring and Using DISECOMS.

g.  Configuring and Using Email.

h.  Using FTP utility.

1.  PURPOSE:   The purpose of this appendix is to provide a detailed set of instructions on how to set-up and operate the Trojan Spirit Lite.  The following are the topics in this appendix:  Set-up instructions, transceiver settings, satellite modem settings, and satellite acquisition procedures.

2.  Set-up Instructions:

a.  Set-up tripod and attach tilt head adapter to the tripod with screws.

1.)  Remove tripod from case and spread the legs out to stand by itself.  Lower the support trusses and lock with twist of knob.

2.)  Extend lower legs of tripod fold to the notch numbered 4.  These lower legs will be readjusted later to level.

3.)  Remove the tilt head and align the keys on the bottom of the tilt head onto the top of the tripod fold.  Make sure that 0( reading from the azimuth dial is above the hook on the tripod fold, since this will be the rear of the system.

4.)  Thread the O-ring from the bottom of the tripod in order to lock the tilt head to the tripod fold.

5.)  Screw the control arm into the tilt head, then lock the azimuth and the elevation.

6.)  Level the lower legs of the tripod fold using the bubble leveler located at the top of the tilt head as an indicator.

b.  Place tripod at the location from which you want to get the satellite shot.  Orient the tripod with the 0( mark in the opposite direction of the azimuth you will be shooting.

c.  Put together the four dish pedals of the 1.2m reflector antenna.  The dish pedals are labeled alphanumerically and each pedal should have a matching piece with a corresponding mark.  Mount the reflector on the green mount with the screws provided.  Mount the reflector mount onto the tilt head.

d.  Secure the reflector/tripod assembly with sandbags, guide wires, or tie downs.

e.  Put the feed boom pieces together and secure with the screws provided.  Attach the feed boom to the reflector/tripod with the boom supports on the underside of the reflector, and the support rods on the sides of the reflector dish.  Secure with the screws provided.

f.  Attach the Ku LNA to the feed unit, and secure the feed unit to the end of the feed boom with the open end of the cone facing the reflector.  Ensure the Ku LNA is polarized with the feed unit and reflector  i.e. it is pointed straight up and down.

g.  Hang the transceiver/adapter hub on the hook on the tripod leg.

h.  Connect the wave guide assembly cable to the port on feed unit and the J2 port on the transceiver.

i.  Connect the control cable to the port on the Ku LNA and the J4 port on the transceiver.

j.  Connect the transmit/receive cables onto the transceiver and the satellite modem in Box 4. Connect the transmit cable(green) onto the J1 port on the transceiver and the output port on the satellite modem.  Put a  T connector on the input port of the satellite modem.  Connect the receive cable(orange) onto the J3 port on the transceiver and the T connector on the satellite modem.  On the other end of the T connector, connect another wire of the same type and connect the other end of that wire to the 70 MHz input port on the Spectrum Monitor.

k.  Connect a cable from the J8 port of the satellite modem to the J3 port on the patch panel in Box 3.

l.  Also on the patch panel, connect a cable from the modem out J3 port to either the J2 or J4 KIV BLK ports depending on which encryption device you intend to use.  If you use the J2 port then connect a cable from the inner J1 port of the patch panel to the J3 port on the KIV, and connect a cable from the inner J2 port of the patch panel to the J2 port on the KIV.  Next connect a cable from the outer J1 port of the panel to the J17 port of the multiplexer.  If you are using the J4 port, you would use the inner ports of J4/5 for connection to the KIV J2/3, and outer J5 for connection to the multiplexer J17.

m.  The multiplexer will have two other connections.  One cable will run from the J3 port on the multiplexer to the J3 port on the Trojan phone.  Another cable will run from the J4 port of the multiplexer to the serial port of the Cisco 4000 router.

n.  For ports J3 and J4, the multiplexer must have cards set in the following slots:  big card with two other cards attached to it in A2, card in A9, card in A11, card in A12 card in A14.  These cards may be found my opening the front cover of the multiplexer.  This setting is for collateral operation.  For SCI operation, you will probably need to move card A2 to A7.

o.  From the Ethernet port of the router add a transceiver adapter and connect a LAN cable into this adapter.  Connect the other end of the LAN cable into the transceiver adapter attached to the ASAS-RWS computer.

p.  Plug in all power cables, start the generator, find a satellite, and conduct operations.

3.  Transceiver Settings: You will need to ensure that the settings on the transceiver are correct before you can  operate the system. 

a.  The front panel of the transceiver provides a display screen with the following buttons [ENTER], [CLEAR], left arrow, right arrow, up arrow, and down arrow.  The transceiver responds to a key being pressed with a beep.  A single beep indicates that the key pressed was valid and a double-beep indicates the key pressed was invalid.

1.)  [ENTER] - this key is used to select a displayed function or to execute a change to the terminal’s configuration.

2.)  [CLEAR] - this key is used for backing out of a selection or to cancel a configuration change which has not been executed using [ENTER].  Pressing [CLEAR] returns the display to the previous selection.

3.)  Left and right arrows - these keys are used to move to the next selection or to move the cursor for certain functions.

4.)  Up and down arrows - these keys are used primarily to change configuration data but are also used at times to move from one section to another.

b.  The main level of the menu system is the SELECT menu.  From this menu you can select Configuration functions, monitor functions and fault functions.

1.)  Configuration functions allow you to change the settings on which the system will operate.  These functions allow you to turn the feed unit on, set the RF power, and set the up and down frequencies.  The transceiver configuration settings that you will need to ensure are set properly are as follows.

RF OUTPUT
ON

WHEN OPERATING

U/C FREQ

14030.0

UPPER FREQ LIMIT ROUNDED DOWN SO OFFSET IS 10 OR MORE

D/C FREQ

11730.0  
LOWER FREQ LIMIT ROUNDED DOWN SO OFFSET IS A NEGATIVE NUMBER

U/C ATTN

20
 
USE THIS FIRST THEN INCREASE AS NEEDED

D/C ATTN

20 
 
USE THIS FIRST THEN INCREASE AS NEEDED

PROGRAM

NOT USED

BAUD

9600

ADDRESS

001

PARITY

EVEN

LNA PWR

ON

LNA FLT ENABLE
ON

CALIB

[ENTER]
ALWAYS PERFORM BEFORE OPERATION

REF ADJ

181

XFLT ENABLE
OFF

ALWAYS OFF

RSW MODE

INDEP

LOCKMODE
ENABLE

2.)  Monitor - This allows you to monitor the temperature and voltage.

3.)  Fault - This allows you to pinpoint where faults are occurring.

4.  Satellite Modem Settings:  The satellite modem is the prime means of communication with the satellite after the reflector and transceiver.  The modem also has a keypad on it that works in the same way as the keypad on the transceiver.  With the modem, you can select the configuration menu, faults, menu, standard faults menu, or setup menu.  The only thing you need to be concerned about is the configuration menu in which you can configure the MOD (uplink data), DEMOD (downlink data), or INTERFACE (internal data).

a.  MOD Settings - All loop-backs should be off.

TXV

¾ 256K

HIT ENTER TO CHANGE THIS. SCROLL UNTIL YOU REACH THE TXV(variable) SETTING.  HIT ENTER TO SELECT THAT SETTING AND HIT ENTER AGAIN UNTIL THE BLINKING CURSOR MOVES ON TOP OF THE “3/4”.  USE THE ARROW KEYS TO MOVE  AND CHANGE THE NUMBERS.  THIS SHOULD BE SET TO YOUR CURRENT BANDWIDTH.

TX FREQ

70 MHz 

OR ADJUSTED WITH UP CONVERTER I.E. 73.975(70 + REMAINDER OF FREQ THAT WAS LOST WHEN YOU ROUNDED DOWN ON THE TRANSCEIVER)

RFOUT

ON

WHEN TRANSMITTING ONLY

TX POWER

-15 DBm

SCRAMBLER
ON

DIF ENCDR

ON

CW_MODE

OFF

b.  DEMOD Settings -  All loop-backs should be off.

RXV

¾ 256K

SEE MOD ON HOW TO DO THIS FOR CURRENT BANDWIDTH

RX FREQ

70 MHz

OR SEE MOD FOR ADJUSTED DOWN CONVERTER

DESCRAMBLER 
ON

SWP_RACQ

O

SWP CENTER
-25000

SWP RANGE
50000

SWP DRT

FORWARD+

BERT_SET

NONE

c.  INTERFACE Settings -  All loop-backs should be off.



TX_CLOCK

REF



RX_CLOCK

NORMAL



BUF_DPTH

4096



EXT_REF

256K

OR CURRENT BANDWIDTH



REF_CLK

RECEIVE



BB_LOOP

OFF 

5.  Satellite Acquisition Process:

a.  Coordinate with Mr. Dewitt or Biencardi (DSN 235-2064/2257)for satellite time.  Get the following information from them.  Circuit, String, Uplink frequency, Downlink frequency, Azimuth, Elevation, and Transponder #.  For FT Riley, example data is as follows:

Circuit - 7JFS
String - 84

Uplink - 14033.975
Downlink - 11734.325

Azimuth - 192.9(
Elevation - 44(
Transponder # - GSTAR 4

b.  Set up the Trojan Spirit Lite at the correct azimuth and elevation.

c.  Set the upper and lower control limits in the transceiver.

d.  Set up the spectrum monitor on the following settings:


video -on



resolution - 300 KHz


Input - 70 MHz



Span - Full (1 for fine tuning)

e.  Start sweeping slowly along that elevation and sweep +/- 15(.  Find the satellite that you are supposed to be on by watching the spectrum monitor for spikes in the proper frequency range.  Once you have a spike that includes your offset frequency, then goto step g, otherwise go to step f.

f.  Lower elevation 1( and repeat step e.

g.  Fine tune the satellite acquisition by slowly adjusting the elevation and azimuth until you get  the spike in the spectrum monitor is as good as you can get it.  

h.  When you get an optimal picture in the monitor, wait at least 90 seconds to get a carrier detect on the satellite modem.  If you get a carrier detect, great; go onto the next step.  If you don’t get a carrier detect, then you are probably on the wrong satellite; go back to step e.  If you have tried on several different satellites, then go to steps j through k  and have SPACENET pull you into the correct bird.  Let them know that you have a Spectrum Monitor as opposed to an Analyzer.

i.  Select the Monitor selection on the satellite modem and check out the Eb/NO (optimal number in this is 9.7, try to get at least 7-8), and receive strength (optimal number in this window is -45).  To get a better Eb/NO, fine tune the satellite dish for optimal picture in the monitor.  To get a better signal strength,  lower the receive attenuation on the transceiver if the signal strength is greater than -45 (i.e. -56) and do the opposite if it is lower than -45.  Once you get satisfactory readings go to the next step.

j.  Change the CW_MODE setting on the Satellite modem to “CENTER”.   This is under the MOD setting in the CONFIG menu.  This sends a pseudo ping to the satellite.

k.  Call 1-800-SPACENET to check the signal strength of your transmission.  We will most likely be transmitting on GSTAR4, transponder 1.   SPACENET is a GTE operation, and the operator there will speak to you about the following problems:  signal strength (U/C attenuation), cross polarization (KU-LNA), and satellite acquisition (spectrum monitor).  The operator will tell you to increase or decrease the U/C attenuation on the transceiver as needed.  They will then instruct you to change the polarization on the dish.  You will then move the KU-LNA to the right or left as directed, and the operator will tell you to lock it on when you he gets the best picture possible.  If you are still having problems with cross polarization or accurate satellite acquisition, the operator will tell you to move the dish.  You will start with elevation, and he will monitor a spectrum analyzer on his end until you are at the optimum elevation position.  You will then lock that setting in and then check the azimuth.  You will go through the same process with azimuth as you did elevation.  Once you have gotten a satisfactory link, the GTE representative will tell you can turn your transmitter on.

l.  Go back to the satellite modem and de-select the CW_MODE of “CENTER” by pressing the “CLEAR” button twice.  Then go back into the MOD setting in the CONFIG menu and turn the RF_OUTPUT to “ON”.

m.  Call FT Belvoir on the Trojan phone to check communications 3001(tech control - Belvoir), 2322 (RDF), or 2711.

6.  Loading COMSEC:
a.  Call DSN 656-6217 to verify KEYMAT.  This needs to be done on a secure line prior to going to the field and prior to setting up the Trojan Lite.

b.  Get COMSEC tape from BSO and load correct segment into KYK-13.
c.  Load COMSEC from KYK-13 into the KIV-7.
d.  With the KYK-13 off attach it  to the KIV-7.
e.  Using the scroll buttons, scroll to the load menu and push the initiate button.
f.  Scroll to the load X01, then turn the KYK-13 on and push the initiate button, if loaded correctly you will get a message load good.
g.  Then go back to the main menu by scrolling to return and pushing the initiate button.
h.  Now you must load the X key with the current day of the month by scrolling to the VU/ cnt and pushing the initiate button.
i.  Now scroll to the X01:000, when you push the initiate button you will have to push the scroll button to confirm, then push the initiate button again and you should see X01:001

j.  Continue step i until you are on the right day.
k.  Once you are on the right day turn the KIV-7 off then back on again, your online light should come on and the screen should read FDX
TR.

l.  The COMSEC date in the KIV-7 needs to be loaded with the current day of the month (if it is after 0700 EST).  The COMSEC date in the KIV-7 needs to be changed daily.  The time for the change is most likely at 0700 EST, but if you are unsure what date to load, call FT Belvoir tech control.
7.  Troubleshooting:  The first rule is trouble-shooting is that you should not take any of the setting listed above as the ground truth.  This SOP is a result of several months of testing and changing settings that we were instructed to put on our equipment by the “experts”.  What you should know is that all of the settings listed above have made the system work, however, as you change operating conditions, locations, bandwidths etc., you may have some “unexplainable” problems.  90% of the time, the solution is so simple that you will kick yourself when you find it.  Just look for something that is really simple and makes the most since.  If none of the suggestions below work, call Bryan Fisk at DSN 221-2458.  He is the one individual I have found that has intimate knowledge about the Trojan Spirit Lite, and has been most helpful in getting a carrier detect on the satellite.
a.  Satellite to Satellite Modem:

1.)  Check all wires and ensure a proper connection.  Ensure that there are no breaks or frays in the wires.
2.)  Call Belvoir and make sure that the Bandwidth set on their Satellite modem is the same as what you have set.
3.)  If you have a satellite picture in the spectrum monitor then you know that the KU LNA is working, the transceiver is working, and all of the cables up to the satellite modem are good.
4.)  Verify your frequency and offsets with the ones you received from the Belvoir switch.
5.)  Make sure that you have gotten permission from SPACENET to transmit and turn on your transmitter on the modem (RF OUT).  Subtract 2300 Mhz from your uplink frequency and load the difference as your downlink frequency.  This allows you to receive your own signal from the satellite(RF loopback).  If you get a carrier detect while doing this, then you know that everything on your end is working properly.  Example:  U/C Freq = 14036.65, then you would put 14030 for U/C in transceiver and 76.65 for MOD in modem; for an RF loopback you would use a D/C Freq of 11736.65, and then put 11730 for D/C in transceiver and 76.65 for DEMOD in modem.  
6.)  Call Mark McGreggor of GE at DSN 656-6269 (great at satellite modem and getting connection to bird).  Ask him what frequencies, bandwidth, and fractional rate (i.e. ½ 144) are associated with your T-Baud #.  Ensure that you have input the correct numbers in the satellite modem.  If all of your numbers are correct, and match his, let him know that you have done an RF loopback on yourself and then ask him to raise the power on his end.  If no one answers at Mark’s number, call the Belvoir switch at DSN 655-2030.  They should be able to answer the same questions.
b.  KIV-7 and Multiplexer:

1.)  Once you get a good satellite picture, a carrier detect, are transmitting successfully, and have COMSEC loaded; your KIV-7 should have “FDX TR” in the window, your multiplexer should have “OPERATION NORMAL” in the window, and the Trojan Phone should have a dial-tone.  If any of these three things is not happening properly then you have a problem.

2.)  If the COMSEC online light is blinking, that means you are not synched with Belvoir on COMSEC.  You might not have all the cables hooked up properly or probably have an incorrect fill.  First, check to ensure that all the cables are hooked up properly.

3.)  If that doesn’t work then you need to ensure that the day on the KIV-7 is set properly to the day of the month.  

4.)  If this does not work, run a series of loops on your satellite modem.  The first loop you should try is an IF-LOOP.  This is an internal loop that goes from you satellite modem to you multiplexer and back.  If this works then you are good “in-house”.  The next test you can perform is an RF-LOOP.  This is a loop from your dish to the satellite and back to you.  If this works good, then you know that you are transmitting and receiving properly.  The final test is the BB-LOOP.  This is a loop from your dish to the dish a Belvoir and verifies your connection there.  If this loop works and you are still having problems with the COMSEC light, then the problem is with incorrect COMSEC on one end or the other.

5.)  If that does not correct the problem then call on a secure phone to FT Belvoir Switch (DSN 655-2030).  Our Trojan Spirit Lite Site # is L501.  You must know this, know your T-BAUD #, know the short name for you COMSEC tape, and know which segment you are using.  At FT Belvoir, we should always use rack #208A253 for our KIV-7 and rack #234A5 for our multiplexer.  If you are not using the same tape and segment for your COMSEC load then that is probably the problem.  Get on the same COMSEC tape and segment and try again.

6.)  If you are still having problems even after you checked your COMSEC, then there is the possibility that FT Belvoir has you connected to the wrong KIV-7 or multiplexer.  Call the Belvoir switch and make sure that they have you connected to the correct KIV-7 and multiplexer.  If possible, ask if Tina Fisk (great at KIV-7 and multiplexer) is there, because she knows the system best.  You can also ask for Gary Burroughs (I have not worked with him personally, but know he extremely sharp as well).  If this still does not work and the online light is still blinking then you have run into a problem that I do not know how to solve.  Call as many experts as you can, ask the right questions, and know (and explain to the experts) the exact settings of everything from your transceiver to you satellite modem to the KIV-7 to the multiplexer.

7.)  Once you get your KIV-7 operating properly, then the multiplexer should work.  If it doesn’t and you get an “OPERATIONAL ERROR”, the problem is most likely an incorrect load of information in your multiplexer.  Call FT Belvoir at DSN 655-2030 and ask for them to send you a “down-line load for the mux”.  This should fix your problem, and you should get “OPERATION NORMAL” in the window.

8.)  If this does not work, and you still have the error in the window, read the error codes by pressing the up or down arrows on the multiplexer.  Copy these down, and call FT Belvoir for help.   Your multiplexer is a 100 and is one of the small ones according to FT Belvoir.   If the error is something like “PORT # INCOMPATIBLE,” it means that the load that they sent you in the down-line load does not match the current configuration of your cards in the multiplexer.  Write down where you have cards in the multiplexer, and let FT Belvoir know.  Tell them you are wanting to operate in collateral mode, and let them know you have the Trojan Phone plugged into the port 3 and the router into port 4.  After they reconfigure, then they should do another “down-line load”.

9.)  If you get an error code in the multiplexer window, that says something like “SYSTEM LOF” then the problem is probably that the COMSEC date is bad.  Change the date in the KIV to the current day of the month or call FT Belvoir to find out what date should be loaded.  If that does not fix it, then I don’t know what the problem is.  Call FT Belvoir anyway and tell them the error you are getting and have them trace the lines for your circuit.  Give them you T#, T-BAUD #, and the known locations for your racks.  If they do not find the problem when they trace their lines, then have them do another “down-line load.”  Hang up with them and restart you multiplexer, and it might just work.  If this still does not work then you have run into a problem that I do not know how to solve.  Call as many experts as you can, ask the right questions, and know (and explain to the experts) the exact settings of everything from your transceiver to you satellite modem to the KIV-7 to the multiplexer.

10.)  If at any time, one of the experts tells you to run a firebird test, tell them “Nice try, but we do not have one.”  The firebird tester is a bit error rate tester to test data loss over the satellite network. 

c.  Connection to the WARLORD:

1.)  d

2.)  d

	PROPONENT
	POC
	PHONE
	FAX

	TROJAN CONTACTS
	
	
	

	TRISA - DRAPER, UT
	BRYAN MARES OR DAVID FLADSETH/JERRY SPACKLEN
	8-766-3552/3373
	801-576-3843

	SATELLITE TIME
	MR. DEWITT/BEINCARDI
	8-235-2064/2257
	8-656-1155

	BELVOIR SWITCH
	GARY BURROUGHS
	8-655-2119/2030
	

	INSCOM TROJAN LPO
	JACK SHEPHARD
	8-235-2095/1093
	

	INSCOM TROJAN LITE
	JEFF COLLINS
	8-235-2580
	

	TROJAN LITE TRAINING
	PETE PHILLIPS
	8-221-2419/20
	

	SIFO-TROJAN
	JACK WILSON / DEBBIE HUDNALL
	8-229-6889/6894
	

	TROJAN-LITE TECH
	BRYAN FISK
	8-221-2458
	

	RAYTHEON SPT
	LARRY FORRESTER
	8-221-2458
	

	SPACENET
	
	1-800-772-2363
	

	FORT HUACHUCA
	CHARLIE ECHOLS
	8-879-3355
	

	GLOBAL SATCOM TECH
	ROGER MINER
	301-963-0088
	

	GTE
	MARK MCGREGOR
	8-656-6269
	

	WARLORD CONTACTS
	
	
	

	RILEY CONTRACT
	JOE BLACK
	4362
	

	ILEX WARLORD SPT
	DENNIS CASS / JOHN RYAN
	8-341-6473
	

	ASAS-RWS SIFO
	SCOTT HENRY- SOFTWARE TROUBLESHOOTING
	8-229-6889
	

	CECOM-SUD
	DOCTRINE CW2 WEBSTER
	8-879-1091/4405/6
	

	1ST BDE NUMBERS
	
	
	

	1-16 IN/1ST BDE S2
	CPT SARVER
	9447
	

	1-34 AR/1ST BDE S2
	CPT BROOKS
	4481
	

	2-34 AR/1ST BDE S2
	CPT STIENHAGAN
	5178
	

	1 EN/1ST BDE S2
	SPC DANIELS
	9468
	

	1-5 FA/1ST BDE S2
	CPT HANKO
	4164/1079
	

	101 FSB S2
	CPT SOLEM
	9691
	

	1ST BDE BSO
	CPT WILSON
	4650
	

	1ST BDE LNO
	CPT OWENS
	1898
	

	IST BDE XO
	LTC EMBRY
	4014
	

	1ST BDE S1
	MAJ MEINHART
	4558
	

	1ST BDE S2
	MAJ DANIELS
	4277/9072/9037
	

	1ST BDE S3
	MAJ CHILDRESS
	4817
	

	1ST BDE S4
	MAJ LONG
	5979
	

	HHC/1ST BDE
	CPT INDOVINA
	4012/9985
	

	MOPO/HHC/1ST BDE
	
	9772
	

	1ST BDE SDNCO
	
	4010/4014
	4808

	FT RILEY NUMBERS
	
	
	

	3RD BDE LNO
	CPT SMITH
	4344
	

	937 ENG GRP S2
	1LT FAHRNI
	4404
	

	SEN SET-UP
	MR CARDONA
	9599/4236
	

	G2
	1LT MIKE STEELMAN/CPT CRISMAN
	3996/3989
	

	ISE
	1LT PEEDY
	1255 - 58
	SECURE 1894

	SSO
	SSG BURRES
	1261/4424
	

	GTE
	MARK MCGREGOR
	703-781-9058
	

	MISCELLANEOUS
	
	
	

	CCF UIC:WAB9AA
	
	8-923-7074/75
	

	TAC-D
	MR CURTIS/SGT MALDONADO
	8-325-6136/0317
	

	CAMP DOHA SCIF
	
	8-318-438-5540/1
	

	1ST CAV ACE
	SGT GOELLNER
	8-737-9216
	

	ARCENT
	
	8-572-4014
	

	513TH ACE OPS
	
	8-780-8545
	

	WEATHER
	
	
	

	FORT RILEY
	MR HUME
	239-2081/6319
	

	FORT RILEY EOC
	
	239-2222
	

	MANHATTAN
	
	776-3111
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